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WHAT’S THE MOST PREVALENT FORM OF CYBERCRIME?

WHAT DOES THIS 

MEAN FOR LAW 

ENFORCEMENT 

AGENCIES?

THE LAST TWO YEARS.

Nearly 2/3 of law 
enforcement 
agencies report 
an increase in 
time spent on 
investigating 
cybercrime ...
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... and 1/3 
spent 10% 
of their time 
– or more – 
working on 
cybercrimes.
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WHY?

AGENCIES ARE FORCED TO SEARCH MULTIPLE 

RESOURCES FOR INFORMATION TO FIGHT CYBERCRIME.*  

HOWEVER ...

64% of law enforcement 
agencies don’t feel 
equipped to effectively 
handle cybercrimes ...
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*PERCENT RANKED AS “MOST VALUABLE.”
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... and most agencies 
devote less than 5% of 
available investigative 
time/staff to cybercrime.

Law enforcement agencies find it difficult 
to switch their focus from traditional 

crimes to cybercrimes.
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CYBERCRIME IS ON THE RISE

A recent survey conducted by 

Thomson Reuters and PoliceOne 

suggests that cybercrime is on the 

rise and law enforcement agencies 

are struggling to fi nd the manpower, 

time, and technology to combat it. 

Results are based on an online survey conducted in partnership 
with the PoliceOne.com community. A total of 325 law enforcement 
professionals participated, April 2013. To read more, visit 
www.clear.thomsonreuters.com.


